Resume of Candidate # 051

Note: To receive this professional’s full resume with the personal information, please mailto:john@tcytech.com
For browse more TCY network engineer’s resume, please visit http://www.tcytech.com/jobplacement.html

Summary of Qualifications

Chief network security administrator for New York City Dept. of Investigation CISAFE                                        (City Wide Information Security Architect Forensic and Enforcement)for LAN and WAN network equipments, have a good communication skill and strong leading project experience and trained forensic network investigation skills, good team work and quick learner and self-direction.

Technical Skills

· Maintain and configure LAN/WAN, T1, CISCO 2600 & 3600 routers, 3550 switches, PIX520, Checkpoint 4.1 & NG, Free BSD proxy servers Squid, Dell 42U servers/rack, Norton enterprise antivirus management ,CA antivirus update, Windows security and service patches update, Veritas backup for Domain Controller and file servers with HP autoloader DLT tape 818, monitoring network service and security logs.

· Setup forensic laboratory using EnCase software, acquire evidence hardware and analyze data.  

· Set up frame-relay network with traffic shaping and traffic policing  for QoS, build VPN through CISCO 3030 concentrator for remote VPN clients and site to site VPN connection between router to router  and router to PIX 

· Troubleshoot Windows 2000 advanced severs, Windows 2000 Professional  & Windows XP desktops, IBM A20 laptops, HP 4000 & HP 9000 network printers, backup file servers. Purchasing and maintain software and hardware licenses for CISAFE.

· Design and build network for CISAFE in new office including cables wiring, moving and setup PCs, servers, routers, T1, switches, proxy, checkpoint, and all equipment, DSL

· Install Network Vulnerability Assessment tools such as Netrecon 3.0, database scanner, Web Security scan, Kane Security, for city agency Internet connectivity projects.

·  Review routing and firewall setting and phase I and phase II review for city agency internet connectivity projects, Review computers (by KPMG) guide line and procedure for all city agencies

Experience

2001-2003                         NYC Government.  Department of Investigation

                                           Chief network security administrator and Special Investigator

1991-2001
NYU Medical Center
  New York City

· Perform daily LAN administration

· Troubleshoot local PCs and network printers

· Researching  new PC products for upgrade purchasing software

Education & Certification     

1996 - 1997                     NYU/   SCPS NT4.0 LAN Certified

 2000                                CISCO    Certified Network Associate   - CCNA (10092734)

 2002                                CISSP (38824) Certified Information Systems Security Professional

 2003                                 CISCO Academy for CCNP at BMCC

 2003                                  CISCO CCIE Security training at TCY Computer Center

