Resume of Candidate # 040

Note: To receive this Networking Professional’s full resume with the personal information, please mailto:john@tcytech.com
  Objective:

  To obtain a challenging and responsible position in the field of IT where my education and work experience will be recognized as a valuable asset to    

  contribute to the success of the enterprise.     

  Certifications:

  CCIE: (WrittenTest ) In Progress
  CCNP (Cisco Certified Network Professional) 
  CCNA (Cisco Certified Network Associate)

  MCSE (Microsoft Certified Systems Engineer)

  CCSA  (Checkpoint Certified Systems Administrator) In Progress

  Technical Summary
  Hardware:                     7513, 7507, 7206Vxr, 4000, 3600, 2500 and 1600 Series Cisco routers, Catalyst 6500, 5000, 4000, 3000, 2900,                                                                                 

                                         1900 series Switches, Lucent CBX 500 Atm Switches, BSTDX Frame Switches, Smartbits 2000,        

                                         10/100 Ethernet Hubs, Workstations and Servers               

  Operating Systems:      Cisco IOS, NT Server, NT Workstation, Netware 5, Windows 95/98/2000/XP/Active Directory and MS Dos

  Routing Protocols:       Ospf, Eigrp, Igrp, Rip, Bgp, and Rip V2

  Network Protocols:      Ipx/Spx, Nwlink and Netbeui

  Application Protocols:  Dns, Tftp, Dhcp, Smtp, Telnet, Network Time Protocol, Ftp, Http, and Secure Socket Layer
  Wan Technology:          Frame Relay, Mpls, Isdn, PPP, ATM and Isdn (Dial on Demand Routing)

  Security:                        Checkpoint Firewall NG,  Pix Firewalls (501,506,515, 520), NetScreen Firewalls, GRE tunnels, Tacacs and Radius servers, 

                                          IPSeC, Des, 3Des, Isakmp, Cisco Vpn 3000 Concentrators

  Work Experience
CureMD                                                          1181 Broadway New York, NY  10001                                                                                       7/03-Present

Network Administrator                

  •. Part of a dynamic team that handles all Cisco / Windows 2000 networking infrastructure design and implementation. Involved in all aspects of LAN/WAN planning, administration, and troubleshooting of Checkpoint Firewalls, Checkpoint VPN, tcp/ip, Appletalk, WINS, DHCP, SMTP, DNS, NAT and NT Domain trust relationships. Handles the configurations and upgrades for all routers and switches. Re-engineered switching environment to achieve better performance. Designed and implemented VLAN environment to increase security performance and facilitate bandwidth management. 

AT&T Global Network Services                  500 Mamaroneck Ave, Harrison NY 10528

    Network Engineer/Senior Technical Associate                                                                                                                                                   3/00-5/03                                            

 •  Worked with Management and peers to provide development of new technology services. Supported technical business initiatives, consultation, 

    testing /evaluation and Third Level Operations Support. This included evaluating various products for deployment on AT&T’s Global Network.     

    Assisted peers and other departments such as Architecture/Design/Pre-sales design, Post-sales Design in developing               

    concise formal project requirements for evaluation and coordination of products and services proposed for specific customer deployment. 

 •  Performed security administration and planning for several customers' production infrastructures as well as our own.

 •  Reconfigured rules on internet routers to be the first line of defense to enhance corporate security and prevent attacks. Intrusion detection,   

    logging and reporting of all suspicious activity on Internet routers and firewalls using logging functions and notification tools in Linux.

 •   Setup duplicate of production firewalls/routers in lab for testing against attack and denial of service tools running on Linux

 •   Worked on various projects to validate customer requests ranging from Hot Standby Routing Protocol, OSPF evaluation on various IOS versions and 

    multiple platforms. Configured BGP route  reflectors for proper BGP routing. Configured Frame relay between multiple test cells and Labs to support   

    complex projects.

 •   Performed extensive troubleshooting on Frame relay, Isdn, Ospf, Tcp/ip including verification of IP addresses to Spid numbers to Dlci  

    numbers, encapsulation types and everything from the physical layer to the application layer of the Osi model.

 •   Configured Hot Standby Routing Protocol to provide high network availability by protecting against a single router failure. Configured basic Hsrp  

    (One HSRP group), basic HSRP configuration using the track option (tracking of serial interfaces) and configured Multigroup HSRP configuration.  

     Troubleshooted HSRP with various commands such as debug standby and show standby.

 •   Completed Ios regression testing using Cisco Ios 12.2 8T0a. Different features tested were Routing Protocols (Ospf, Bgp, Eigrp), Frame Relay and 

     Isdn testing (Dialer watch, PPP Callback and Isdn troubleshooting), HSRP operation, Ipsec testing and Tacacs Server.

 •   Configured Ipsec protocol to provide network layer encryption in a hub and spoke environment.  Completed project on Ipsec Gre 

     tunnel failover using Ios code 12.1 (5)T using platforms 7206vxr, 7513 and 3640 Cisco routers, using 3-Des encryption. Successfully                                    

     tested Ospf over Ipsec using a Gre tunnel.     

 •   Assisted in the training of new employees.  Assisted new employees on the software and hardware upgrading procedures, routing configurations,  

     and on the use of testing equipment such as Smartbits traffic generators.

 •   Performed traffic engineering using MPLS LSP’s.  Configured CEF, tag-switching Ip and etc commands on MPLS enabled routers.

    Education 

   Computer Career Center                                                                                                                                                                                       1999-2000

   1080 hours of extensive 100% hands on training in the wide area network engineering program

 •    Configured Variable Length Subnet Masks (VLSM), which allowed me to use different masks for each subnet, thereby using address space efficiently.                

       Trained fellow students on the configuration and troubleshooting of Cisco Routers and Switches.  

  Training Courses

•    Multi Protocol Label Switching  (MPLS)

•    Network Security and Firewall Administration

•    Checkpoint Firewall NG Training

•    Cisco Pix Administration

•    Advanced Protocol Configuration (OSPF and BGP)

References: Available upon request

