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EXPERIENCE SUMMARY 

I spent five of the last seven years in the  “learn or die” pressure cooker environment of New York City’s Silicon Alley, where I gained added knowledge and experience on how to secure enterprise networks, test their security, and measure their performance.  I design and maintain enterprise networks and e-commerce sites with the following parameters in mind: security, performance, reliability, QA (regression, load and stress testing under black box conditions). 

I believe that security, performance and reliability are not mutually exclusive but often complementary and achievable with no trade-off. I am at ease in a firewall-protected, proxy and reverse proxy server controlled, load balanced, routed, switched (as in VLAN-partitioned and QoS-optimized), subnetted and NATed TCP/IP environment, which I can troubleshoot at packet level. 

 I hold a Cisco CCNP and I went through Cisco CCSP training, specifically to gain some additional insights on how to resolve scalability issues without inadvertently creating a breakdown in network security.  I have undergone Cisco IPT (IP Telephony) training as a means to understanding this up and coming technology before I learn how to effectively secure it. I do have at the very least a partial hands-on understanding of VOIP, based on the fact that I set up a fully operational, Asterisk based production VOIP from scratch.  In addition, I am undergoing CCIE level training in Routing & Switching – Security experts can never know too much about routing and switching.

I am as comfortable with Linux as with Windows. In fact, I am probably distinctly more comfortable troubleshooting Linux than Windows because I am confident that all Linux issues can be ultimately resolved at the command line. On the other hand, Windows issues are resolved at the command line, the GUI or the registry depending upon the issue. In other words, the Windows design lacks consistency as well as comprehensiveness and this lack of consistency and comprehensiveness makes Windows troubleshooting a somewhat unpredictable, haphazard process. 

Microsoft has asserted that Windows say 2003 Server is more secure than Linux. Even if the assertion were true, I have to look askance at a hardening process that requires me to review a 3000 parameter GPO template parameter by parameter, to lock down a Windows XP2 desktop environment. In addition, Microsoft’s descriptions of their GPO parameters are often very similar if not almost identical, which creates no end of confusion. In terms of ease of securing, Microsoft clearly has a way to go. However, many installations use Windows and the customer is always right. It is probably indisputable that Active Directory is the best designed product of Microsoft’s product line, with the probable exception of Microsoft Exchange Server 2003.

I haven’t used my background in programming as much as I would like, but this background comes in handy when I need to make sense of code especially Open Source code, QA installations of compilers and interpreters, interface with software developers and write labor saving scripts.  It’s too bad, because I used to be a fearsome programmer, although I must say in fair warning that my trouble shooting methodology involved a fair amount of swearing at the monitor and kicking the furniture.

Prior to setting foot in the Silicon Alley, I worked full-time and consulted for 3.5 years in a variety of corporate settings in NYC and NJ. I have been a network engineer, a webmaster back when webmasters were jacks of all trades, a client-server developer, and the manager of a Help Desk serving 1200 users.

EXPERIENCE PROFILE 

· 8 years with Gb-SX, 100BaseTX, 10BaseT, 10Base2 Ethernets and Token-Ring and Arcnet

· 8 years with TCP/IP in NT, UNIX and Novell environments

· 6 years with MS Windows; NT 4.0 (3 years) and Win 2000/2003 (3 years inc. Active Directory)

· 3 years with SunOS UNIX; 4 years with Linux Red Hat 6.2-9.0, Red Hat Fedora Core 3 and 4; SuSE 7.1-9.1, Mandrake 7.3-9.0; 3 years with FreeBSD 4.0 

· 2.5 years with the Microsoft Back Office Suite (IIS4/IIS5, Proxy Server 2/ISA Server 2000, MS Exchange Server 5.5/2000, SMS 2.0)

· 6 years with Windows 95, 98, NT 4.0 Professional, 2000 Professional, XP

· 3 years with C; 2 years with C++; 1 year with Java

· 1.5 year with MS Access and MS SQL Server, 1 year with ODBC

· 2 years with CGI, perl, shell scripting

CERTIFICATIONS 

General

· Cisco CCNA, CCNP

· Comptia A+
· Microsoft MCSE (NT 4.0 track)

· Novell CNE (This certification expired as of 08/01/99)

· Completed training for Compaq ASE certification  - NT Specialist track

· Completed Solaris 8/Solaris 9 admin training

· Completed training for Cisco CCSP certification (security)

· Completed training Cisco CCVP certification (VOIP)

· Starting training for CCIE Routing & Switching certification on 01/21/06

Microsoft Windows NT MCP’s

· MCP (OS): NT 4.0 Workstation; NT 4.0 Server; NT 4.0 Enterprise; TCP/IP 4.0

· MCP (BackOffice):  SQL Server 6.5 Admin, Proxy Server 2, Exchange Server 5.5

· MCP (Software Development):  SQL Server 6.5 Implementation & Design

ENTERPRISE NETWORKING SKILLS 
Enterprise Network Security

· Firewalls & Appliances: WatchGuard, Sonic PRO, Netscreen, Cisco PIX, CheckPoint, iptables, etc.

· VPN Concentrators: Cisco, Lucent

· Network Intrusion Detection (NIDS): snort, Cisco IDS

· Host Intrusion Detection (HIDS): port sentry, tripwire, osiris

· Network Monitoring: openNMS

· Routers & Switches: Cisco, Adtran, 3Com, Netgear, Linksys, etc.

· PKI: Entrust (MS), MS Certificate Services Server; PKS OpenPGP Key Server + GnuGuard

· Windows Radius Servers: Cisco ACS, Funk Software Steel-Belted

· UNIX Radius Servers: Lucent NavisRadius, Radiator

· TACACS+ Server: Cisco ACS (Windows) 

· Proxy Servers: MS Proxy Server 2/ISA Server 2000, squid

· Open Source Tools: nmap, ess, hping2, lsof, netcat, curl; nessus, SAINT; arirang, cgichk, nikto, whisker, wmap; lrczo; chrootkit, scp, sftp, ssh, tcp_wrappers, xinetd, vnc, bastille; knoppix

· Windows Tools: Baseline Security Analyzer (BSA), IIS Lockdown Tool, SMS, Terminal Server, vnc

ENTERPRISE NETWORKING SKILLS (Continued) 
Enterprise Network Servers

· Windows: Active Directory, DNS, DHCP, WINS; IIS4/IIS5, SQL Server 6.5/2000, Exchange Server 5.5/2000/2003, IBM Lotus Notes 4.5; FTP Server, SMS; Veritas Backup Exec, Cisco Call Manager 

· UNIX: Open LDAP, BIND, Apache/Apache-SSL web hosting, mySQL, PHP/Python, pure-ftpd hosting, sendmail mail hosting, postfix mail hosting, fetchmail, mailman, samba, ISC DHCP, NFS, NIS, Asterisk

Enterprise Network Traffic Troubleshooting

netstat; traceroute; arp, ping, telnet; ifconfig, netstat, netcat, curl, lsof; nslookup; host, dig; tcpdump, iptraf;  ethereal; MS Network Associates X-ray, MS SMS; ntop, top, xosview, gtkrellm

Enterprise Network Traffic Optimization

HydraWEB Technologies HydraWEB and HydraRADIUS series network traffic load balancers

Virtual Networks and Virtual PCs (testing, proof-of-concept, research, experimentation, training)

VMWare, User Mode Linux

Web Site Automated Performance Testing

Smartbits SMB-2000 (with SmartTCP software and ML-7710 modules); Microsoft Webstress 3.0, Ziff-Davis Webbench 4.0; Mercury Interactive 6.5 LoadRunner

NETWORK SECURITY SKILLS SET

· Penetration Testing & Vulnerability Assessments

· Secure Network Architecture Design

· Secure Network Nodes Configuration (perimeter routers, edge firewalls, edge web servers, proxy servers, mail relays and edge mail servers, VPN servers)

· Routing Protocols Hardening

· Linux and Windows OS Hardening

· Applications Configuration Auditing

· Applications Security Auditing

· Open Source Security Tools

· Computer Forensics

· Compliance with Sarbanes-Oaxley (SOX), SEC 17a-3/17a-4, NASD 3010/3110, NYSE 342/442

· Compliance with GPL, LGPL, BSD-type licenses and Microsoft EULAs

SW DEVELOPMENT SKILLS SET

· C/C++ Programming: [UNIX] systems/network/client-server (TCP/IP), [UNIX/DOS/WINDOWS] multimedia, encryption/decryption, scientific/Engineering

· Visual Basic: VBA (DAO, OLE Automation, Active X)

· Web Site Development Technology: HTML, DHTML, XHTML; Perl, Java, C/C++, shell scripting

· Database Technology: Cold Fusion, ODBC, Oracle proC, Perl DBI; MS Access/VB, Powerbuilder; MS SQL Server, UNIX mySQL

· Enterprise Messaging Programming: MS Exchange Server, IBM Lotus Notes

INTERNATIONAL LANGUAGES

French, German, Spanish, and Vietnamese 

Reading knowledge of technical and newspaper Italian and Portuguese

EDUCATION

City Coll. of CUNY, School of Eng.: exceed reqs for graduation with an MS in CS by 30% as of June 1995

NYU Stern Grad School of Business: MBA in Management (conc. in Entrepreneurial Studies), May 1991

Columbia University, School of Engineering: MS in Chemical Engineering, December 1982

City College of CUNY, School of Engineering: BE in Chemical Engineering, June 1979

Columbia University, College: BA in Biochemistry, May 1977

CURRENT WORK EXPERIENCE

Special Applied Intelligence aka Special AI, Inc. (06/14/04-Present)

Senior Engineer – Information Security Lab

Top level position running the IT Security Lab of a Silicon Alley consulting firm specializing in the design and delivery of integrated, robust and secure Open Source solutions, and the integration of said solutions in an all-Windows environment. 

Lead engineer responsibilities

Take ownership of the firm’s toughest bleeding edge IT projects and see to it that they succeed. Write  documentation for all work performed in these projects. Transfer acquired expertise from these projects to the firm’s technical personnel and provide third level support for the deployment of these capabilities at customer sites. Resolve issues pertaining to scale up to production including large scale production. Design QA and User Acceptance Testing plans as needed. Day to day technical responsibilities include scouting for up and coming Open Source software, keeping up to date with security issues and Open Source security technologies and providing third level support to resolve those customer technical issues that have been specifically assigned to me by top management. 

Security responsibilities

Investigate, and resolve those security incidents that have been escalated or reported to me. Assess the scope of the damage caused by these incidents and the vulnerability of the systems within the context of the network setup. Research, design and recommend countermeasures to ensure that these incidents either do not recur or if they recur, have zero or minimal impact on both the targeted systems and the networks they are on. Execute QA of these countermeasures once they are implemented.

Managerial level responsibilities

Continuously support the firm’s Business Development and Marketing effort, architect the firm’s service offerings and design the firm’s technical SOPs (Standard Operating Procedures) and checklists. Provide a level of review for Time & Materials estimates regarding customer projects, and a level of review for the security procedures and policies of the firm’s clients including financial institutions with respect to compliance with Federal and SRO requirements. Work out a range of customer-friendly options for integrating Open Source technologies into a Windows environment.

Specific projects include:

VOIP Telephony

Asterisk

· Phase I: design and setup a sophisticated SIP-based VOIP production Asterisk PBX with headsets and X-Lite softphones. PBX call features implemented include voicemail, room conferencing aka conference call bridging, IVR aka autoattendant, call queueing management, directory listing searches, caller ID, music on hold, call parking, call grouping, call pickup, blind and supervised call transfer, date and time, surprise conferencing, call monitoring and paging.  Implement DISA but decide against keeping this feature for security reasons. Work out how to implement call detail records (CDR) for bookkeeping purposes and automatic recording of calls for compliance of financial customers with Federal and SRO regulations.

CURRENT WORK EXPERIENCE (continued)

Special Applied Intelligence (continued)

VOIP Telephony (continued)

Asterisk (continued)

· Phase II: integrate Cisco 7940 and 7960 hard phones into Asterisk based setup. Add Cisco specific features such as paging. Interface the “Messages” button of each Cisco phone with the voice mailbox address of the phone’s owner, where said owner must still enter the voice mailbox’s password. Write owner’s name on each phone’s LCD Implement auto-dialing for each phone. Otherwise fine-tune configuration of each phone. 
· Phase III: select an external FXO VOIP gateway based on feedback from the local telecom company. Configure and install said gateway, and interface Asterisk and gateway to talk to each other. After call testing to and from the outside world prove successful, fine-tune both the gateway and Asterisk for full production mode functionality. Overhaul IVR as a consequence of the success of Phase III.
· Phase IV: design a general but customizable User Acceptance Testing plan to ensure user satisfaction at each Phase and customer signoff that the deliverables have been provided as per the terms of the VOIP deployment contract.  
· Phase V: act as the lead engineer in the deployment of an Asterisk-based VOIP solution to a customer in the financial services industry. Use the deployment as an opportunity to train the technical staff.
· Install, configure and QA the functionality of the web based attendant console for Asterisk from www.internic.org. Compare the functionality of this attendant console with Cisco Call Manager Attendant Console.
· Phase VI: implement scalability by establishing Least Cost Routing (LCR) through IAX and SIP based trunking between Asterisk PBX’s located in each site, and by establishing failover, High Availability (HA) and Load Balancing (LB) through clustering of Asterisk PBX’s within the same site.
· Phase VII: provide third level support for next customer deployment, which is going to be a multi-site deployment involving 12 sites in US, UK and Ireland. Implement DID and fax capability and configure PRI based linking to customer’s PSTN providers.
· Write up a comparison between an Asterisk based VOIP solution versus a Cisco Call Manager/Unity Server based VOIP solution.
Cisco

· Reuse the User Acceptance Testing plan as the basis for providing guidance to staff as to what they need to know to provide user support for a client’s Cisco Call Manager based VOIP system

· Provide second and third level support for a financial customer’s Cisco VOIP based setup, which comprises Cisco IP phones and ATAs, Cisco Call Manager, Unity Server and a Cisco T1 VOIP gateway

Polycom Video Conferencing

· Research, put together the specs, request a sales proposal and get a sales quote for conference room based video conferencing for a hedge fund client. Fine-tune the proposal until the price/feature combination is acceptable to the client.

PKS OpenPGP Key Server

· Install, configure and deploy PKS OpenPGP Key Server into production.

· Work out a comparison between an X.509 certificate based PKI and an OpenPGP based PKI, and design an OpenPGP based PKI

Microsoft VPN routers

· Design from scratch a hub and spoke site-to-site Microsoft Windows 2003 Server based IPSec VPN solution. This solution implements L2TP/IPSec tunneling. It also makes use of the Microsoft CA’s autoenrollment feature to automatically generate and distribute computer certificates and user certificates to domain users and domain computers and takes advantage of the built-in automatic certificate renewal feature for all certificate types. Actual implementation is in two phases: (1) lab setup; (2) production scale up. Decide against a Windows 2000 Server based VPN router solution. 

CURRENT WORK EXPERIENCE (continued)

Special Applied Intelligence (continued)

Open Source Proxy Server and Web Content Filtering in a Windows Environment

· Install squid as a standard or manual proxy on a RH Linux server, and configure squid to accept user authentication from Active Directory. Install and configure dansguardian for web content filtering. Resolve all issues pertaining to scale up to production

Biometrics

· Research and select digital fingerprinting authentication system for a financial services client. Pick the Sony Puppy because of the top quality of its fingerprint recognition algorithm and become its software component can be centrally deployed from a single server. Work out, QA and document the details of the installation, configuration and deployment procedure.

Active Directory
· Fire up an Active Directory (AD) server from a Windows 2003 Enterprise test machine. Extend the schema of the AD by adding IANA-compliant OID attributes and allocating these attributes to existing object classes in AD. Use ldifde.exe and ldapadd to populate AD. Successfully interface the Postfix/Courier IMAP installation on the test mail server with the AD backend on the test Windows 2003 server. Develop the ability to use AD as the back end of a Postfix/Courier IMAP based virtual mail hosting solution, if the situation calls for it.
· Specify the security and configuration GPO parameter settings for a one-DNS domain network of Windows XP SP1 desktops comprising five sites and as many OU’s. Design an alternative OU hierarchy that takes laptops and departments with special needs into account. Work out the GPO implementation procedure for a Windows XP/Windows 2000 Server domain situation. 
· Deploy the GoogleDesktopSearch.msi installer to Windows XP clients using the GPO Software Install feature in both Windows 2003 and Windows 2000 domains.

· Research and work out how to deploy Firefox and OpenOffice using the GPO Software Install feature. 

Openldap

· Reconfigure a failed OpenLDAP/Postfix/Courier IMAP virtual mail hosting installation on a test server and get it to work. One key step in the reconfiguration process was the proper recompiling of the components from source, and another key step was the redesign of the directory schema and subsequent repopulation of OpenLDAP’s directory service. Install Postfix/Courier IMAP on a production server, and get that installation to use the OpenLDAP backend on the test server. Implement the migration of all existing users to the new mail server.
· Successfully install and interface courier-maildrop with Openldap/Postfix/courier-imap/jamm setup. Configure courier-maildrop to dump all mail flagged as spam into the individual mail virtual users’ spam directories. Configure mailbox redirection rules for individual virtual mail users.
· Install Openldap on a more powerful server. Write up instructions on how to migrate to replacement server. Migration was executed without incident within 15-20 minutes
IM/Mail

· Research, diagram and spec out an IM/mail hardware/software archiving solution that is based on  Open Source technologies, is fully scalable and fully compliant with SEC-17a3/17-a4, NASD 3010/3110 and NYSE 342/442. 
QA Testing & Validation
· Certify to management and set the parameters for introduction and use at client sites of a slew of proprietary and Open Source technologies including IBM Director, Sony Puppy fingerprint scan readers in client/server mode, VMWare, Osiris, IpCop, Asterisk PBX

RECENT WORK EXPERIENCE  

Tiger Testing, Inc. (05/29/01-09/27/02)

Internet Security Engineer

Ethical or white hat hacking on behalf of a non-VC financed Wall Street/Silicon Alley high-tech startup: Execute penetration audits of all those clients’ hosts that are accessible through the Internet with state-of-the-art Open Source scanning and audit tools without damaging, corrupting, altering or causing said hosts to crash.  Assess penetration testing results, validating real vulnerabilities from false positives by manually   verifying every reported result and investigating the disappearance of false negatives.  Write scripts to automate testing and result gathering where feasible. Participate in and at times lead forensic investigations. Provide specific advice to clients both on how to remedy actual vulnerabilities on network nodes including servers, clients, routers, switches and firewalls and how to harden them. Provide recommendations on corporate security policies as well.  

HydraWEB Technologies, Inc (04/17/00-03/09/01)

Marketing Engineer (Director of Marketing Department’s Technical Lab)

The Marketing Department’s only lab rat for a Silicon Alley network traffic load balancing appliance manufacturer. Spec out, architect, and set up HydraWEB’s one and only Performance/QATesting Lab. Use the Testing Lab for the following purposes: 

· Create and execute batteries of automated test plans for performance and stress testing of HydraWEB stock units and prototypes.

·  Create and execute a testing protocol, which consists of a series of automated test scripts to QA HydraWEB stock units and prototypes using regression testing of load balancing under black box conditions with Mercury Interactive and Smartbits. Back end servers tested include BSD, RH Linux and Windows 2000 based RADIUS, LDAP and web servers. 

· Investigate and provide answers and solutions to technical questions and concerns from Marketing, Technical Support and Sales Depts. 

· Use the lab as a Customer Demonstration Lab

Progressive Strategies, Inc (01/04/99-04/14/00)

Acting Practice Area Leader (Project Manager) for Network Communications 

Lead product Analyst for a pre-IPO Silicon Alley firm that offers technical marketing consulting services, which include strategic competitive product positioning analyses and hands-on feature analyses of competing products. Partial description of typical projects:

I. Enterprise Security: Firewall Projects

Ascend - QA the Ascend Max 6000 testing scripts where the QA includes a VPN setup and testing scenario.

Watchguard - Execute a Competitive Analysis pitting Watchguard’s LiveSecurity System against CheckPoint, Cisco PIX, SonicWALL PRO, Fort Knox and Netopia. Design testing scenarios. 

Novell BorderManager - Track and analyze the competitive impact of announcements from Novell BorderManager on its competitors: Axent, CheckPoint, Network Associates’s Gauntlet, and Cisco PIX. 

II. Enterprise Security: PKI Projects

Entrust - Set up an NT-based test E-commerce site featuring interconnnectivity between MS IIS4, MS SQL Server 6.5, and MS Exchange Server 5.5.  Then set up a separate Entrust PKI Certificate Authority server, and interface the Entrust PKI with the test E-commerce site to secure the E-commerce site. 

III. Enterprise Security: Enterprise Network Security Infrastructure Solutions for E-Commerce Projects

IBM - Write a competitive market analysis on behalf of IBM comparing IBM's integrated enterprise network security solution for e-commerce, IBM First Secure, against the leading competitors in IBM First Secure's customer space - Network Associates, Check Point, Security Dynamics, Cisco Systems and Axent.

WORK EXPERIENCE

Compucom, Inc.

Consultant Systems Engineer (10/03/98-12/08/98)

Consultant Systems Engineer for a $2 billion SI firm. Execute field visit to client sites in NJ, NYC, and Long Island to troubleshoot NT and NT/Novell installations. Spent 90% of the time at a single client-site, Landauer, to troubleshoot, and resolve all issues left over from a Novell 3.12 to NT migration, a switch to the MS Back Office Suite, and the implementation of the MS Office 97 Suite at user level. Most of the issues at the other client sites involve reconfiguring NT to optimize MS Exchange Server 5.5.

Sagem Morpho, Inc.

Consultant NT Engineer (08/03/98-09/26/98)

Consultant NT engineer for a systems integrator: Supervise NT 3.51/NT 4.0 servers at the NYPD headquarters at 1 Police Plaza where the NT 4.0 servers run MS SQL Server 6.5, IIS 4.0, MTS 2.0, DNS, plus proprietary software under QA testing and must process 1,500 fingerprints per day. Check NT, MS SQL Server, and IIS4 configurations.   Activate performance counters to look for unusual behavior.  Monitor event logs.  Put servers back into operation in the event of a crash, usually caused by the proprietary software.  Keep principal software engineer in Tacomah, WA, aware of the behavior of the systems and coordinate troubleshooting with him to trace the reasons for the proprietary software crash. Populate the DNS databases.

Computer Service Repair, Inc. (CSR, Inc.)

Webmaster (01/19/98 - 07/06/98)

Webmaster for a $20M, 150 employee company offering fourth party computer repair services. 

Networking Responsibilities:

Run CAT 5 wiring from computer operations room to premise endpoints.  Configure Cisco 2501 router.  Install, configure internal MS Proxy Server and link it to router.  Activate the DHCP and WINS server. Assign PDC and BDCs. Install SMS and use it for client workstation installations. Optimize configuration of NT servers. Interface MS Exchange Server 5.5 with Internet, create department-wide and company-wide mailing lists plus general mailboxes for HR and Sales. Reinstall, properly configure MS SQL Server and interface it with IIS3 web server. Define and implement security policy. 

Typical database development projects using MS Access as multiuser, and as front end to MS SQL Server:

1. Design a database to store, retrieve and manage problem identification, solutions chosen, and preventive action taken for each dept of the company.  Implement limited security, and scale database to multiuser (50 users).  The database features automated export to Excel spreadsheets, Active X controls for some advanced functionality,  and hyperlinks to slides of two Powerpoint master docs. 

2. Maintain the hard disk inventory database.  Review and reorganize data model, and expand it into a complete inventory and workflow management tool.   Automate using OLE the creation of fully formatted Excel spreadsheets using as a source data from tables and/or queries. Automate using OLE the sending of the spreadsheets to the appropriate recipients through either Internet E-mail or fax.   Use Active X controls to implement advanced functionality.  Scale database to multiuser (10 users).

Amerada Hess: Hess Energy Trading Co. (HETCO)

Consultant Software/Network Engineer (11/10/97-11/26/97)

I. Software Engineering: Review HETCO's client server trading app (Access front end: MS SQL Server back end) at code level, focusing on design choices with respect to front end/back end partitioning, variable naming practices, error handling at both front end and back end of trading app, and documentation practice.  Extract blocks of code from both front end and back end, and test their functionality.

II. Network Engineering: Install updated firmware on HP JetDirect network cards of HP printers. Review the  logs of several key NT servers (PDC, BDC's, MS SQL Server, MS Exchange Server, SNA Server).  Track down all warnings/errors and investigate their causes in an effort to clean the logs.  Support users.

WORK EXPERIENCE

Data Systems Networks Corporation (DSNC): Systems Constructs Solutions, Inc.

Software Engineer (12/16/96-07/31/97)

Develop database sw for desktop, client-server, and Internet environments.  Administer the NT 3.51/4.0 and Netware 4.1 servers, the MS SQL Server and the Lotus Notes server.

1. Design an MS Access 2.0 front end for an Informix back end.

2. Devise test scenarios to QA an MS Access 2.0 database under construction. Trace breakdowns down to the source code.

3.  Administer the Lotus Notes server. Assist the DSNC support person assigned to AFG (a client) in resolving problems pertaining to new user creation, partial database replication to laptops, granting limited access to selected users, Lotus Notes server crashes.

4.  Administer the MS SQL Servers. Install an NT 4.0 BDC linked to the NT 3.51 PDC.  Install a SQL Server 6.5 back end on the BDC.  Connect the SQL Server 6.5/BDC back end to the SQL Server 6.0/PDC back end so that both SQL Server back ends could be managed from a single location.    Use Transfer Manager to transfer the newly created DNR database from the 6.0 server to the more powerful 6.5 server.  Finetune the DNR database, and implement mirroring.  Thoroughly rehearse all available SQL Server based database backup/recovery procedures.  Install the ODBC interface to the Powerbuilder 5 front end.

Digital Equipment Corporation (DEC)

Consultant Help Desk Manager at the City of New York's Department of Design & Construction (09/21/96-12/13/96)

Run the MIS help desk of the City of New York's Department of Design and Construction (DDC) in Long Island City.  The DDC environment is a 1400 user, TCP/IP, NT 3.51 server environment comprising 12 NT servers, 100 network printers, 675 WFW and 125 Win clients running the MS Office and Back Office app suites.  Closely coordinate with the net admins and MIS managers, and supervise the field engineers.

Dot.com Development Corporation, Inc.

Consultant World Wide Web Designer (07/24/96-09/05/96)

Analyst for an entrepreneurial, Silicon Alley firm focusing on cutting edge sw development for the Internet in the areas of multi-platform, client-server, database, and multimedia animation.

Maintain www tracking apps, mail forms, guest books using C/C++, Java, perl, CGI, ODBC under NT/UNIX.  Manage the firm's TCP/IP, 10BaseT, NT 3.51 LAN.  Maintain the combo (PDC, file, print, Web, MS SQL Server) NT 3.51 server, and the NT 3.51

